
Friday, February 26, 9:00 am – 12:00 pm Pacific

Please join us for an online discussion
to hear from experts, including USC
faculty, about the limits of cyber risk
management in the wake of
SolarWinds. Our first panel session
will explore personal, business, and
systemic risks associated with both
non-state and state-sponsored cyber
incidents. Our second panel session
will discuss how organizations can
most effectively respond to cyber
incidents. In addition, USC Chief
Information Security Officer Gus
Anagnos will be providing a keynote
address on proactive steps that we
can all take to protect our data.

Cyber Risk Management in the Wake of SolarWinds

Panel Session 1: NotPetya, SolarWinds, What’s Next???

Keynote Session: Protecting Your Data: Advice from USC’s CISO

Gus Anagnos, Chief Information Security Officer, University of Southern
California

Panel Session 2: Incident Response When the Well Is Poisoned?

Joseph Greenfield, Associate Professor of Information Technology Practice,
USC Viterbi School of Engineering

Maura Godinez, Adjunct Professor of the Practice for Intelligence and Cyber
Conflict, USC Dornsife School of Letters, Arts and Sciences

9:00am - 10:10 am Pacific

10:20am - 10:40 am Pacific

10:50 am - 12:00 pm Pacific

REGISTER HERE
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Moderator:

Stevan J. Bernard, Founder and Chief Executive, Bernard Global, LLC
Serene Davis, Southwest/South Central Regional Manager, US Cyber & Tech,
Cyber & Executive Risk, Beazley Insurance Services
Michael A. Gold, Partner and Co-Chair, Cybersecurity & Privacy Group, Jeffer
Mangels Butler & Mitchell LLP

Panelists:

Speaker:

Moderator:

Panelists:
Pierson Clair, Managing Director, Cyber Risk, Kroll
Tiffany Garcia, Director and Cybersecurity Practice Leader, CBIZ
Wendi Whitmore, Senior Vice President, Palo Alto Networks 

Friday, February 26, 2021

https://www.marshall.usc.edu/departments/leventhal-school-accounting/leventhal-conferences/cyber-risk-management-webinar-registration

